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REPUBLIQUE FRANCAISE
__________________________________________________________________________________________

SUMMARY OF THE PUBLIC CONSULTATION ON WLAN TECHNOLOGY

--------------

- April 2002 -

Summary of responses to the public consultation on WLAN

1 The contributors

ART received a large number of contributions in response to the consultation: we received 74 contributions, including a significant number with particularly interesting content, reflecting the sector's interest in the topic.

The contributors appear to be equally distributed between:

· Sector representatives not directly involved in the WLAN technologies market: individual users both amateur and professional, associations, municipalities, government agencies, companies using the technology for their own needs; these contributions represent 50% of responses

· Sector representatives currently involved in the WLAN technologies market, or which might be in the future: telecommunications operators, equipment suppliers, consultants/integrators
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2 The potential of WLAN technologies mentioned in the consultation

Currently, three technologies are available for wireless equipment in the 2.4 GHz frequency band : Bluetooth, Home RF and Wi-Fi (Wireless Fidelity, IEEE standard 802.11b). Bluetooth offers speeds of 1 Mbit/s within a radius limited to about 10 to 30 metres with low terminal power of about 10 mW. Wi-Fi offers theoretical speed of 11 Mbit/s within a radius of about 50 to 100 metres and an effective isotropic radiated power (EIRP) of 100 mW. This technology is compatible with Ethernet making possible applications in business LANs. Both technologies are available and upgrades of 802.11b are already underway. The 802.11a standard has been finalised and brings the speed up to 54 Mbit/s in the 5 GHz frequency band although it can only be used in the 5150-5250 MHz band. The Hiperlan 2 and 802.11 h standards are being finalised.

2.1 Services which might be offered via WLAN technologies, as expected by clients and suppliers

The services mentioned in the contributions may be broken down into three major categories:

· services offered for private networks (companies, universities, libraries or individuals)

· services offered to the public in public places ("hot spots")

· services covering towns and cities

2.1.1 Services limited to private use 

a) Private professional network services

Contributors mentioned that possible professional uses for WLAN technologies in private networks would eliminate the need for additional wiring inside buildings to share Internet access, or to connect companies' wireless devices, to create wireless local data transmission networks and to interconnect them ("Ethernet wireless"), in particular for corporate Intranet. These networks could also be used to interconnect neighbouring buildings (within a few dozen metres) (such as for extended campus LANS) or to offer connections to individual visitors.

b) Personal uses

The main "domestic" uses mentioned would be available within a radius of a few metres of the user (PAN, Personal Area Network). They would eliminate the need for wiring inside homes, in particular for connecting computers (especially laptops), make it possible to share speeds between users for Internet access from an ADSL access terminal, cable, or a WLL antenna and to connect all wireless home automation devices (in particular Bluetooth applications).

Opinions are divided as per the ability to provide IP voice services, for which they were not designed (quality of service problems are currently too great). 

2.1.2 Services accessible to the public in "hot spots"

Contributions highlighted three types of service (Internet access, local information services, multimedia applications) which are unique in that they would be available in high-density public places, called "hot spots", such as airports, train stations, subways, shopping centres, hotels, conference centres, amusement parks, cafes and restaurants.

The services will initially be based on 802.11b technology, then on technologies developed in the 5 GHz band, Hiperlan 1 and 2 technologies (which should be available within 2 or 3 years. (However, according to one manufacturer, equipment using the Hiperlan 1 standard will never be marketed.)

Three types of terminal are planned for different uses: laptop computers, PDAs and cellular telephones.

The following services were mentioned:

· Internet access:

In particular, applications such as messaging, Web browsing, potentially network gaming; "virtual private networks" services giving corporate Intranet access for business clients via remote access and tunnelling technique (which requires improved security and authentication). The terminals used are laptop computers and PDAs for shared high-speed Internet access (when the number of users is not too high); this would be nomad Internet access and not mobile access (low mobility and high comfort of use is required for high-speed Internet access). 
· Multimedia applications:

These audio and video broadcasting applications via streaming are more problematic because bandwidth is shared. Here, the number of users per cell would be limited to 20 or 30, which would require the installation of a large number of access terminals in very high-traffic places.

· Local information services:

Here, users receive information or local information messages ("push" strategy by local managers), for example, schedules or other information for transport infrastructures (airports, train stations, subways) or commercial information (such as for airports or shopping centres). 

Access to these services would be provided via an access terminal connected to a server which is connected to Internet or which broadcasts the local information. Contributors hope that the services offered in "hot spots" offer roaming, that is, a mobile service making it possible to use one's laptop computer in a large number of places, including in foreign countries, and providing interoperability with 2.5G and 3G networks for mobile Internet access.

A number of contributors consider that business clients will be the most affected (which is already the case in countries where these services have been offered) in hotels or airports (examples in Scandinavia, United States or Japan), before the services are massively used by individuals (in cafés, restaurants, service stations, subways).

Contributors point out that mobile operators seem well placed to provide this type of service in addition to their GPRS then UMTS services in "hot spots" where traffic is high and mobility low, which would allow them to offer services of better quality than is provided by their networks in these places. They would then be able to include these WLAN services in their offers. The infrastructure managers of the "hot spots" wish to be able to make profits and plan to operate the infrastructures themselves, although the economic model does not seem viable given initial experiences abroad.

Applications combining several "islets" are planned:

· several domestic networks as part of "federated individual networks" (such as in apartment buildings)

· the use of these services in several corporate networks as part of "federated professional networks" (for example in all of a company's warehouses or all hotels of the same chain)

· links between several "hot spots" (which raises again the need for roaming)

2.1.3 Public networks created by WLAN technologies in order to cover towns and cities

The use of WLAN technologies for outdoor public networks is the most controversial case.

Mobile operators consider that WLAN technologies are low range (just a few dozen metres), and that they were not designed to establish public telecommunications networks. They insist that the extension to the public domain would cause a serious problem guaranteeing quality of service, which in an integral part of public networks, because of two major difficulties: inevitable interference because the frequency bands are free and the band is shared by a large number of users. Moreover, they consider that the deployment cost could quickly become prohibitive because of micro-cells of a few dozen metres which would have to be linked, which would quickly cancel out any initial advantage created by the low deployment cost of radio equipment. So, these operators see WLAN technologies used only in high-traffic areas ("hot spots") or for private networks.

Wireless local loop operators are interested in WLAN technologies in order to establish public networks in cities where they do not plan to deploy their technology (in cities with fewer than 50 000 inhabitants). They consider that WLAN technologies complement the WLL; it will ultimately be the appropriate technology to federate Internet access of these isolated WLAN networks.

Local communities, primarily through the contributions of rural municipalities and certain individuals, associations and consultants, see in the examples of network deployment in entire cities (MAN, Metropolitan Access Network) such as in Seattle, a solution to the absence of networks deployed by operators to provide high-speed Internet access. They highlight the experiments conducted in towns elsewhere in Europe to promote this idea. Since they do not have high-speed access in their towns, they are prepared to accept lower quality of service. The services provided would be shared high-speed Internet access as well as local or community information services.

A few contributions, primarily from individuals and associations as well as two consultants, consider that cooperative networks have strengths which should make them extremely popular: low-cost equipment, ease of application, administration and management provided by motivated volunteers (from the hacker culture), much lower quality of service and security requirements than in the commercial sector. Thus, they consider that the only major obstacle is the current legal framework, which is overly restrictive.

Still, several contributions temper the importance currently given to the growth of cooperative networks. In particular, some point out that this sector concerns only a small number of cases, each of which is very limited in its scale: the Seattle Wireless network has only 130 access points (with only 30 new ones in 4 months), the NYC Wireless network has just 30 and the San Francisco network has only about 20 points. In France, only two groups are known on this niche.

For many contributors—operators, consultants and manufacturers—cooperative networks will remain relatively marginal, limited to very small areas and will not be able to develop on the scale of entire cities because of the numerous constraints imposed on them: technical constraints, which are, in reality, much greater than stated by manufacturers (broadcasting limited to few dozen metres at the most), a capacity too low to invest in a large number of equipment, no economic model allowing for the longevity of the system, complex equipment management, administration and maintenance, intentional absence of security mechanisms and easy access to access points, etc. Thus, a free and militant sector would be just a transitional stage (towards the creation of offshoots), destined to disappear in the long run or to remain marginal, like the free radio movement. For these contributors, market services would necessarily be provided by professionals and covered by contract during a second stage which should appear fairly quickly.

Other contributors (operators and associations) are less categorical and do not totally rule out an important role for this type of networks, even while remaining in limited areas. Associations, individuals and consultants even expect the development of a large number of small cooperative networks, limited to very small areas (between two buildings in very isolated rural areas, inside apartment buildings in cities, between neighbours) to meet the very specific needs of small communities of users (maximum a few people): network gaming; terminal-to-terminal data exchange (music, software, films, etc.), sharing Internet access (e.g. three neighbours sharing a single ADSL access), serving isolated areas. On this last point (serving rural areas), one consultant noted that a few experiments are currently underway under the initiative of municipal governments: in North Carolina and Maine in the United States; in Ontario, Canada (with LMDS); in Catalonia, Spain; in Stockholm, Sweden.

2.2 Possible economic models

The provision of services based on WLAN technologies are of particular interest to mobile operators who hope that their use will complement 3G services and that they do not deprive them of part of their revenue, infrastructure managers who hope to offer payable service to "transit" clients, wireless local loop operators who have a position similar to that of mobile operators and, to a lesser degree, fixed telephony operators.

Mobile operators and WLL operators, as well as various contributors, consider that the provision of these services must be in addition to their own services in places with high traffic and low mobility. This option would make possible services of better quality than provided by their networks in these places. They consider that the only viable economic model for the provision of WLAN services will depend on a subscriber base. This supposes that these services be integrated in their traditional service offers (subscription or prepaid card) with authentication mechanisms (SIM card), interoperability (in particular roaming with mobile networks to ensure major coverage for international clients) with GPRS and UMTS and pricing compatible with the services provided by mobile operators. They agree that these services must be provided in cooperation with the infrastructure or site manager (hotel, airport, train station, etc.).

Hot spots were of particular interest to contributors. Several hypotheses were mentioned:

· the Internet access service could be included in service offers by the infrastructure manager on the "sponsored network" model, which would be free or paid depending on the commercial impact on its main activity. The site manager might call on an Internet Service Provider (ISP), an operator, or another service provider for management, especially for hotel chains, as is done for Wayport networks in the United States; it could provide information services regarding its products targeting its "transit" clients. 

· the Internet access service could be offered by an Internet service provider or operator under its own brand, with appropriate paiement (only for particular places such as certain hotels or conference rooms) on a daily or annual rate for regular clients or fee-for-service. Certain contributors think that Internet access could work like public telephones (paid by credit card, prepaid card, electronic micro payments). 

The operator model whose only market would be clients in "hot spots" is considered fragile, in particular given the failure of Mobilestar in the United States, the absence of economies of scale (locations separate from each other, each of a limited size), the absence of a subscriber base, high costs (although the unit cost of terminals is small, the limited size of cells means that a large number of terminals would have to be deployed). The service is considered simply to be a complementary activity for an operator present on other markets, and benefiting from a subscriber base.

The Radius system is mentioned most often to manage authentication, authorisation and taxation—this is the traditional model of Internet service providers. Mobile operators would manage these functions via the SIM card and their existing management system.

2.3 Possible architectures

2.3.1 Interconnection with the networks fixes

Most contributors (operators, associations, users, companies) consider that the networks and connections established in the WLAN technology are similar to Ethernet networks as concerns interoperability. Thus, they consider that interoperability with fixed and cable networks will not pose any particular problem. However, some contributors mentioned the need to introduce interconnection gateways for certain configurations (such as WLL networks or signalling networks).

For applications in private networks, WLAN technologies will probably be integrated in equipment. Integrators will have an important role to play in diffusion of wireless technologies in companies for wireless WANs.

WLAN network architecture
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(Taken from the Lucent Technologies contribution)

2.3.2 WLAN technologies and mobile networks

· Network interoperability

Although the first solutions already exist, interconnection of WLAN (the 802.11 and Hiperlan2 interfaces are mentioned most often) with second and third generation mobile networks seems more delicate than with fixed networks. At the current stage, only proprietary solutions seem capable of guaranteeing a handover with no break between WLAN and GPRS. Several players of the mobile world note that a solution is available on the market, which consists in using the management chain of mobile subscribers by inserting a SIM card in the WLAN terminal.

The results of UMTS standardisation work on the subject are expected for 2005 although manufacturers may offer proprietary solutions as early as 2003. The 802.11 and Hiperlan 2 interfaces are mentioned most often, with several players believing that Hiperlan 2 has an advantage, because of the work begun by ETSI several years ago.

According to one contributor, we may expect the development of WLAN technologies to lead to an evolution of 3G standards and equipment, both for terminals and networks and base stations. Moreover, one professional organisation considers that mobile operators will have to develop applications in a mobility context working on pocket terminals such as telephones or PDAs, in order to differentiate the services rendered by WLAN access networks.
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(Taken from the Lucent Technologies contribution)

· Dual-mode terminals

Most players stress the market for PC and PDA terminals. Cards in "PC card" or "PC MCIA" format pairing several modes of radio access (802.11 and GPRS) are already available or are expected in 2002.

Several players emphasize that the excessively high consumption of the 802.11 interface blocks for the short term any prospect of mobile terminals integrating this interface in addition to the cellular interface (GPRS, UMTS). On the contrary, several players state that the Bluetooth interface is already integrated in some GSM/GPRS terminals, and one player underlines its major potential for access to a corporate PABX.

· Roaming

All but one contributor mentioned that roaming without communication break between GSM/GPRS and WLAN networks is not currently available and that standardisation work is in progress. The Mobile IP protocol (as well as mobile IPV6 mentioned by one player) is the solution that stands out for several contributors. Although a small minority of players state that there is no demand for this type of market, most contributors confirm that standardisation work is underway. The first solutions are not expected until 2003/2004.

Finally, a few players specified that there was no demand for this type of market.

3 Integration in the existing market

3.1 WLAN technologies and fixed local loop technologies (fibre, cable, DSL, WLL, power lines, satellites, etc.)

All contributors stress the complementary nature of WLAN technologies with existing fixed local loop technologies, in that they offer the capillarity of the "last metre" to complement the "last kilometre" of the access networks which will collect the traffic.

In high density areas, WLAN technologies appear low cost and quick to implement, for data transmission services with no guaranteed speed as an extension of the access network, in particular DSL and WLL. WLAN technologies, in particular, are presented as an alternative for difficult or temporary wiring, a sort of "wireless Ethernet" network which would not modify the network architecture.
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(Taken from the Devoteam contribution)

In rural or isolated areas, in which operators are not present, WLAN technologies are seen as a means for developing Internet access at low cost (worthwhile for concerned municipalities) as long as connectivity with a backbone network is guaranteed.

A large number of contributions, including WLL operators, emphasize that WLAN technologies will complement rather than compete with WLL. Indeed, speeds (generally less than 3 Mb/s compared with 1 to 10 Mb/s for WLL), the quality of service and the costs are not comparable. Two WLL operators note that the client antenna could serve as the WLAN network head end to collect traffic from isolated users or from private networks using the WLAN technology, to collect traffic from a company on several sites.

Sample connection via WLL presented in the Firstmark contribution 
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However, it is important to note that some players see WLAN technologies as potential competition for WLL, if used at higher power as a transport technology for MANs (Metropolitan Area Network).

Moreover, one cable operator states that, while WLAN technologies may make it possible to usefully share high-speed access inside a home, it is important to take into consideration the risks of interference caused by uncontrolled development of these technologies at high power to create MANs (Metropolitan Area Networks).

Thus, almost all contributors expect a stimulating effect, or even a "snowball" effect on the fixed local loop market, because of the growth in demand due to the development of new uses and sales of new low-cost products.

3.2 Impact on the mobile network economy

Some contributors highlight the contradiction that these two technologies are described as being both complementary and competing. Still, few contributors see both technologies as being strictly competing; for example, one association considers that at this stage, there is a balance between the technologies' competitive and complementary natures.
The complementary nature of the two technologies is mentioned by a certain number of players. One argument often made by these contributors is that WLAN technologies make it possible to offer very high speeds over very short distances, and therefore in a very restricted coverage area, and that to the contrary, mobile networks are designed for major mobility and for nation-wide deployment. However, one contributor noted that some of the medium- and high-speed data traffic which would have been sent via IMT-2000 could be claimed by networks operated by competing operators using WLAN technology. Another noted that WLAN technologies could compete with TDD UMTS, a technique making possible high speeds (2 Mbits/s) with very limited mobility.

One manufacturer noted that it is probable that WLAN services will compete with mobile telephony services, when the networks operated using WLAN technologies are used by companies competing with mobile operators. ART's attention is drawn by sector mobile players to the fact that the legislative framework for WLAN must protect competitive equity and not distort competition to the detriment of 3G. One of them considers that if WLAN technologies were to be recognized as L. 33-1 networks, they would have an impact on the start-up of third-generation mobile networks and on the future development of the mobile market and, as such, would represent a destabilising risk to 3G.

Thus, one mobile operator mentioned a study which found that WLAN service offers on the "hot spot" market alone could capture up to 10% of the consumer market in 2006 and 35% of the professional market for 2.5G/3G data service. Another noted that the development of voice services using WLAN technologies could also affect voice revenues of 3G mobile operators. One mobile operator believes that the competition risk of 3G networks by WLAN would be increased if the massive deployment of WLAN technologies in Europe were imposed as an intermediate solution prior to the arrival of UMTS. However, this company believes that the impact of WLAN technologies on mobile networks should be small in the longer term as UMTS gains in popularity.

A large number of contributors mentioned the possible positive impact of WLAN technologies on demand for mobile data services. This idea is mentioned by a certain number of players who consider that WLAN technologies could stimulate demand for mobiles services. Certain contributors state that the pairing of WLAN and 3G services could enrich the offers of operators and thereby strengthen the growth of 3G services. One mobile operator investing in WLAN technologies would do it to complement its coverage strategy in dense areas. This complementary nature could be used to its fullest advantage in roaming between these two technologies.

Some contributors minimise the risk of destabilisation, especially because WLAN technologies would remain confined to "hot spots" and that the users of this technology would still need their GSM/GPRS/UMTS subscriptions if they want full mobility throughout the entire country. One operator says that the term "destabilisation" is a bit too strong and that the risk is more likely to be a "skimming off" of the 3G mobile system market by WLAN technologies.

3.3 The equipment market

One consulting and integration company believes that the development of service offers should bring down the cost of available terminals, as long as service offers for the public are available, in order to cross the threshold required to create a mass market.

An equipment supplier and a consulting / integration company stated that the cost of access point and terminal equipment is relatively low compared with other technologies available on the market. One operator believes that the private market for all WLAN terminals should reach 2 billion dollars in 2002.

One equipment supplier points out that the equipment offering services to the public would include functions which are not present or used in private networks (access control, management and invoicing). Two operators think that it is indispensable to let users use the same cellular telephone for both a company network and as a mobile unit in public places. One consulting / integration company noted that the access cards for 2.4 or 5 GHz will be adapted to their authorised use.

Certain contributors (manufacturers, individuals, consultants) consider that French legislative restrictions are holding back the market.

3.4 Availability of equipment conforming with applicable legislation

For the 2.4 GHz band, most equipment available on the market could be used in accordance with current French legislation. Some are specific to France and others are universal whose settings can be adjusted by the user. As a general rule, the contributors emphasize that respect of legislation depends on the willingness of users. Certain manufacturers offer in their catalogue adaptations for outdoor use of equipment intended for use indoors; thus, they provide uninformed users with the means to use their equipment outside the legislative framework, notably in terms of power.

For the 5 GHz band, the only equipment available conforms with standard IEEE 802.11a. It cannot be used because it does not respect the conditions of use in application for this type of equipment (implementation of dynamic frequency selection and power control). Still, one manufacturer considers that the equipment meeting standard IEEE 802.11a may be used in conformity with current legislation as long as its use is limited to the 5150 – 5250 MHz band.

3.5 Quality of service on WLAN technologies, expected speeds and range

All contributors agree that the quality of service stipulated in existing standards for the 2.4 GHz band is a "best effort" quality; which means that reliability and performance depend on the number of users and risk of interference from overlapping cells when several networks coexist. Certain contributors point out the potential difficulties linked to the existence of heterogeneous standards.

The responses do not provide any definitive figures, due to the absence of any large-scale experiments. Some contributions note that the quality of service of installations using WLAN technology in the 2.4 GHz band will depend on the terminal manager's ability to limit access to its premises for such installations. In this case, the quality of service will be the same as TCP/IP networks, sufficient for services such as Web browsing, e-mail, file downloads, but not for services requiring guaranteed speeds and response times such as voice and video.

We will have to wait for equipment conforming with the Hiperlan 2 and 802.11h standards to obtain service permanence because these standards include mechanisms guaranteeing quality of service and reliability, in particular resource reservation and speed control mechanisms (DCF and TCF).

All contributors agree that it is not possible to guarantee service permanence, without limiting the number of users and restricting the use of WLANs to inside buildings, in that there is no individual attribution of frequency resources. Some contributors suggest informing the user in real time of available speed resources.

3.6 Security

All contributors underline that security is inadequate because of the protocol used (WEP). Indeed, as manufacturers and operators underline, basic security is provided by WEP, whose encryption key is too short and whose recent lengthening (from 40 to 128 bits) does not protect the system from hacking. Manufacturers mention new standards to improve security: 802.11i, which would use WEP2 or AES, and 802.1x improving authentication. Finally, Hiperlan2 would improve authentication security on the server and data encryption by the DES or 3DES protocol. One operator regrets that the solutions proposed by manufacturers which are intended to improve security (WEP+, WEP2) are not interoperable and are not suitable for connections in public places.

Several consulting companies and individuals, while acknowledging the weaknesses of the WEP protocol, state that the security offered of the same level as that which is observable for example on Internet and that it is comparable to that which is practiced with other wireless technologies (such as GSM). Several contributions also state that the name of the WEP protocol (Wired Equivalent Privacy) means that originally the goal was to provide security equal to that of wired networks.

Despite the expected changes to standards, all contributors—manufacturers, operators, consulting/integration companies and individuals—agree that security cannot be improved by the WLAN technology itself, but that the future depends on complementary security solutions implemented by users (end to end, at higher layers on the OSI layer). Operators, in particular, point out that users must use their own encryption protocols for security in sensitive cases (as is done today by banks on their virtual networks using the classic technology).

3.7 Risks of congestion

All contributors state that no mechanism will be able to prevent congestion problems in the 2.4 GHz band standards, and that the growth in the numbers of equipment and standards existing in this frequency band could eventually lead to congestion problems in certain dense points. One consulting company emphasizes that for deployment in areas with low population, the risk of congestion is relatively low. Two contributions also point out that the respect of current power limitations would sufficiently limit the range of equipment and thereby, the risks related to coexistence.

On the other hand, certain contributions point out the advantages of the 5 GHz band in that the presence of both standards (802.11a and Hiperlan2) offer a larger number of channels and more efficient mechanisms for channel allocation. More specifically, most contributors believe that the Hiperlan 2 standard alone will be able to limit this problem, thanks to its dynamic frequency selection mechanism (DFS). One consultant also mentions the arrival of Ultra Wide Band (UWB) technologies, in 2003-2004, which should offer better solutions (low power, very high speeds) to the risks of bottlenecks and spectrum congestion.

For some players, this problem will be resolved by the architecture chosen—for example by very high cell density, which requires relatively high investment—rather than in technological developments per se.

Finally, several contributions call for the use of new frequency bands or for sharing depending on use. In particular, operators suggest reserving all or part of the 5 GHz band to provide public telecommunications services.

3.8 Risks of disruption for current applications

Currently authorised applications would be affected little, according to equipment suppliers and most individual users, if the public service provision were authorised under the current conditions of power limitation, with use indoors or on private property. An individual user at a research institute did not note any interference within a building with many 802.11b standard terminals.

Still, most operators fear that high WLAN density areas providing public telecommunications services would saturate the spectrum and hurt the balance among the many applications coexisting on the band (low-range devices such as Bluetooth, movement detection and alarm equipment, RFID readers).

Studies have shown that Bluetooth and 802.11b equipment interfere with each other when in close proximity. In general, fast frequency-hopping devices (Bluetooth) are less likely to be polluted by slow frequency-hopping devices (802.11b) rather than the contrary. 802.11b networks are highly disrupted by operation on neighbouring channels.

A study conducted by a user company shows that guaranteed good coexistence is not assured because the solutions chosen to eliminate the interference differ from one supplier to another and certain equipment has only rudimentary mechanisms to limit the risk of interference. Certain measures such as dynamic frequency selection (DFS), transmission power control (TPC) or code division multiple access (CDMA) do, however, reduce it.

Three user companies fear that uncontrolled development of public service offers might affect the applications currently in service in authorised networks where a certain degree of security is sought.

4 What players want: to remove or maintain restrictions, organise the spectrum

4.1 Providing services to the public using the 2.4 GHz band

The vast majority of contributors favour the provision to the public of telecommunications services using frequencies not specifically assigned to their user.

As a general rule, many contributors wish to limit the regulatory constraints for the use of WLAN technologies and therefore do not see the need for a licence.

Major companies wish to be able to continue using this technology for independent networks for their own use, in non-degraded technical conditions. Operators are divided on whether an L. 33-1 license should be required to operate the WLAN and make various suggestions: limit the use of the 2.4 GHz band to private applications and reserve the 5 GHz band for the provision of services to the public under an L. 33-1 authorisation, modify in the licences the part relative to the quality of service, relax the notion of GFU to extend it to include travellers in train stations or airports, since the sole use of a WLAN does not justify an L. 33-1 authorisation. One contributor considers that authorisations per L. 33-1 operator should apply to these networks given the importance they may gain and the possibilities of competition with existing networks.

4.2 Outdoor use

The responses differ greatly on the pertinence of limiting use indoors, or on authorising it outdoors. One manufacturer notes that more than 80% of data calls for 3rd generation mobile will be made indoors, so that limiting the use of WLAN technologies to indoors would not necessarily invalidate the business plan of this type of network.

Amateur radio operators as well as major users share this wish, which would have the advantage of limiting the risks of interference.

Still, a great many contributors consider that use should be allowed out of doors, at least near buildings, in order to avoid blocking the development of new services (the viewpoint of consulting companies, WISP platform integrators) and the development of rural areas (responses from municipalities). In addition, these contributors consider that it would not be realistic to confine uses and note that outdoor uses are already multiplying.

4.3 Organisation of the spectrum

· 2.4 GHz band

Many contributors—in particular industrialists—consider that the quantity of spectrum is insufficient in the 2.4 GHz band for the deployment of WLAN technologies because of the limited number of channels which can be used with maximum power of 100 mW. These current restrictions are too great to offer the public quality service and are a European exception.

Still, the majority of individual users as well as certain equipment suppliers do not wish to limit uses. They believe that the various applications could coexist in these bands. Since Wi-Fi systems are developing with the aim of becoming commonplace, it would be senseless to try to implement excessively rigid barriers and seems difficult to migrate to other bands those WLAN networks which are already installed.

Most operators and equipment suppliers wish to see those WLAN networks which would be authorised under article L. 33-1 not coexist in the 2.4 GHz band with existing networks. These contributors suggest migrating L. 33-1 networks to the 5 GHz band.

· 5 GHz band

One contributor points out that the constraints cannot be loosened (in particular in terms of authorised power) on the 5150 – 5350 MHz band, given that it is shared with other wireless services. One users' association believes that the restrictions currently in force for power and places of use would not prevent compatibility with the provision of services to the public. It is noted that the dynamic frequency selection mechanisms and power control help optimise the use of the radio spectrum.

Nevertheless, many contributors believe that the quantity of spectrum available in the 5 GHz frequency band is not sufficient to offer the quality service to the public in areas with a high concentration of users. Thus, the vast majority of contributors are in favour of opening the 5470 – 5725 MHz band to deploy WLAN . One operator indicates that the use of the 5 GHz band in France does not conform with the decisions of the CEPT.

A few suggestions were also made to segment the 5 GHz band by type of use (cooperative, private, public, etc.) and to reserve frequency sub-bands to optimise the use of the radio resource. In particular, the operators consider that the quality of service offered would be difficult to maintain in the event of uncoordinated deployment and suggest assigning at least part of the 5 GHz band to L. 33-1 public network operators.

One operator points out that the ERC DSI phase 3 report proposes that WLAN technologies use the 5 GHz band and that the 2.4 GHz band be reserved for "domestic" PAN applications (low-range and low-power devices such as Bluetooth). Two operators recommend excluding point-to-point fixed lines to meet the needs of current and future uses.

One contributor drew our attention to the fact that if the power levels specified in the ERC/DEC/(99)23 decision were exceeded in order to facilitate the use of directional antennae in the 5150-5350 MHz and 5470-5725 MHz bands, it could bring into question the bases of sharing with other services. It was indicated that studies on this point are underway in preparing CMR-03.

4.4 Network coexistence

· Should the number of commercial WLAN operators be limited?

· 2.4 GHz band

Given current uses in the 2.4 GHz band, and in the absence of any pertinent technical or economical criterion at this stage of development, the contributors do not feel it would be realistic to globally restrict the number of operators in this band today.

Some insist that the use of the frequencies should remain totally free.

Still, contributors note that multi-operator coverage of a site is not possible in the 2.4 GHz band for technical reasons, and rarely are more than one WLAN operator (maximum two) present on a single site. The managers of deployment locations will therefore have to limit the number of installations using WLAN technologies in order to prevent interference. One contributor mentioned the risk of a single player monopolising the available channel in the absence of any type of regulation.

· 5 GHz band

While all contributors agree that the use of WLAN technologies must not necessarily require an authorisation under article L. 33-1, the responses are quite variable on the number of companies operating such networks.

Some contributors—in particular operators—wish to see the spectrum clearly shared among a few operators for the 5 GHz band or at least part of the band reserved for public or independent network operators. 

Other contributors, in an equal number, are absolutely opposed to this position, considering that the quantity of spectrum available in this band, as well as the mechanisms available to manage access to the channels do not justify limiting access to the band, and that congestion problems are primarily due to the number of users rather than the number of operators.

· Coexistence of cooperative and commercial networks 

From a technical viewpoint, most contributors—whether manufacturers, consultants or individuals—note that cooperative networks are called to develop in residential areas and not in commercial or industrial areas, or in "hot spots" such as airports, train stations, etc. where the private networks of companies or government agencies are deployed. Thus, the risk of interference is low, as long as the current power conditions are respected. Other contributors underline the low power of WLAN equipment and consider that coexistence is a non-problem.

On the other hand, a few contributors underline the need to maintain the current limits on power based on use (indoor, outdoor) and some worry about eventual spectrum saturation in the 2.4 GHz band, in certain areas.

From an economic viewpoint, most contributions from experts and consultants consider the risk very low or even null that the non-commercial sector trespass on the commercial sector. These players underline—on the contrary—a stimulating complementary nature. Still, certain operators point out that it is not desirable for cooperative networks to be authorised to set up in competitive areas, in that nothing guarantees that the so-called "non-commercial" networks will remain so in the future (like free radio) or are in fact non-commercial (indirect or hidden remuneration, sponsors, etc.). Moreover, one contributor noted that cooperative networks could indirectly have a negative impact on the other services provided using WLAN technology, by projecting an image of networks with significantly degraded quality and security.

4.5 Charges

Most contributors are in favour of maintaining the free use of spectrum in these frequency bands.

However, a few diverging points of view did appear:

– one contributor states that if these frequencies are used to sell services, it would not be shocking that the State be remunerated for providing part of its public radio spectrum, even without frequency allocation;

– operators consider that if the 2.4 GHz remains free, a fee could be charged for 5 GHz, for example based on the GSM fee model, if part of the band is reserved for frequencies assigned to L. 33-1 operators.
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(Taken from the Bouygues Telecom contribution) 

Comparison of WLAN technologies
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Comparison of GSM/GPRS, UMTS and WLAN technologies according to two contributors
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(Taken from the Nokia contribution) 



Coverage comparison between 2.4GHz and the 5GHz at 15dBm
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			Sélection dynamique de fréquence (DFS)						Ajouté dans 802.11h			OUI


			Disponibilité			Depuis 1999			Depuis fin 2001			??? (Prototypes)


			Prix			< 100$			Même ordre de grandeur que 802.11b			Prix élevé ?


			Tendance			Largement supporté par l'industrie			Poussé par l'industrie			Hiperlan 1 mort née
Peu d'acteurs RLAN se sont engagés vers hiperlan 2
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			Bande (MHz)			2400 - 2446,5			2446,5 - 2483,5			5150 - 5250			5250 - 5350			5470 - 5725


			Contraintes françaises			PIRE < 10mW
> 2004 : PIRE < 100 mW			PIRE < 100mW			PIRE < 200mW			PIRE < 200mW
DFS
Att. Puiss > 3dB			A l'étude


			802.1b			NON (impossible de limiter à 10 mW).

OUI à partir de 2004.			OUI, mais 
- limité à 4 canaux se superposant
- Interférences d'autres technos utilisant le FH (bluetooth, HomeRF)


			802.1a									OUI			NON (pas de DFS et TPC)

OUI avec 802.11h en cours de standardisation			NON

OUI avec 802.11h


			Hiperlan 2									OUI			OUI			OUI (si réglementation le permet)








Feuil2


			Technologie			802.11b			802.11a			Hiperlan 2


			Débit max			11 Mbps			54 Mbps			54 Mbps


			Bandes			2400 - 2480 MHz			5150 - 5350 MHz
5725 - 5825 MHz			5150 - 5350 MHz
5470 - 5725 MHz


			PIRE			> 30 mW			5150 - 5250 MHz : 40 mW
5250 - 5350 MHz : 250 mW
5725 - 5825 MHz : 800 mW			5150 - 5350 MHz : 200 mW
5470 - 5725 MHz : 1 W


			Contrôle de puissance (TPC)						Ajouté dans 802.11h			OUI


			Sélection dynamique de fréquence (DFS)						Ajouté dans 802.11h			OUI


			Disponibilité			Depuis 1999			Depuis fin 2001			??? (Prototypes)


			Prix			< 100$			Même ordre de grandeur que 802.11b			Prix élevé ?


			Tendance			Largement supporté par l'industrie			Poussé par l'industrie			Hiperlan 1 mort née
Peu d'acteurs RLAN se sont engagés vers hiperlan 2
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			Bande (MHz)			2400 - 2446,5			2446,5 - 2483,5			5150 - 5250			5250 - 5350			5470 - 5725


			Contraintes françaises			PIRE < 10mW
> 2004 : PIRE < 100 mW			PIRE < 100mW			PIRE < 200mW			PIRE < 200mW
DFS
Att. Puiss > 3dB			A l'étude


			802.1b			NON (impossible de limiter à 10 mW).

OUI à partir de 2004.			OUI, mais 
- limité à 4 canaux se superposant
- Interférences d'autres technos utilisant le FH (bluetooth, HomeRF)


			802.1a									OUI			NON (pas de DFS et TPC)

OUI avec 802.11h en cours de standardisation			NON

OUI avec 802.11h


			Hiperlan 2									OUI			OUI			OUI (si réglementation le permet)
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			Technologie			802.11b			802.11a			Hiperlan 2


			Débit max			11 Mbps			54 Mbps			54 Mbps


			Bandes			2400 - 2480 MHz			5150 - 5350 MHz
5725 - 5825 MHz			5150 - 5350 MHz
5470 - 5725 MHz


			PIRE			> 30 mW			5150 - 5250 MHz : 40 mW
5250 - 5350 MHz : 250 mW
5725 - 5825 MHz : 800 mW			5150 - 5350 MHz : 200 mW
5470 - 5725 MHz : 1 W


			Contrôle de puissance (TPC)						Ajouté dans 802.11h			OUI


			Sélection dynamique de fréquence (DFS)						Ajouté dans 802.11h			OUI


			Disponibilité			Depuis 1999			Depuis fin 2001			??? (Prototypes)


			Prix			< 100$			Même ordre de grandeur que 802.11b			Prix élevé ?


			Tendance			Largement supporté par l'industrie			Poussé par l'industrie			Hiperlan 1 mort née
Peu d'acteurs RLAN se sont engagés vers hiperlan 2
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			Bande (MHz)			2400 - 2446,5			2446,5 - 2483,5			5150 - 5250			5250 - 5350			5470 - 5725


			Contraintes françaises			PIRE < 10mW
> 2004 : PIRE < 100 mW			PIRE < 100mW			PIRE < 200mW			PIRE < 200mW
DFS
Att. Puiss > 3dB			A l'étude


			802.1b			NON (impossible de limiter à 10 mW).

OUI à partir de 2004.			OUI, mais 
- limité à 4 canaux se superposant
- Interférences d'autres technos utilisant le FH (bluetooth, HomeRF)


			802.1a									OUI			NON (pas de DFS et TPC)

OUI avec 802.11h en cours de standardisation			NON

OUI avec 802.11h


			Hiperlan 2									OUI			OUI			OUI (si réglementation le permet)
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			Technologie			802.11b			802.11a			Hiperlan 2


			Débit max			11 Mbps			54 Mbps			54 Mbps


			Bandes			2400 - 2480 MHz			5150 - 5350 MHz
5725 - 5825 MHz			5150 - 5350 MHz
5470 - 5725 MHz


			PIRE			> 30 mW			5150 - 5250 MHz : 40 mW
5250 - 5350 MHz : 250 mW
5725 - 5825 MHz : 800 mW			5150 - 5350 MHz : 200 mW
5470 - 5725 MHz : 1 W


			Contrôle de puissance (TPC)						Ajouté dans 802.11h			OUI


			Sélection dynamique de fréquence (DFS)						Ajouté dans 802.11h			OUI


			Disponibilité
Prix			Depuis 1999
< 100$			Depuis fin 2001
Même ordre de grandeur que 802.11b			??? (Prototypes)
Prix élevé ?


			Tendance			Largement supporté par l'industrie			Poussé par l'industrie			Hiperlan 1 mort née
Peu d'acteurs RLAN se sont engagés vers hiperlan 2
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			Bande (MHz)			2400 - 2446,5			2446,5 - 2483,5			5150 - 5250			5250 - 5350			5470 - 5725


			Contraintes françaises			PIRE < 10mW
> 2004 : PIRE < 100 mW			PIRE < 100mW			PIRE < 200mW			PIRE < 200mW
DFS
Att. Puiss > 3dB			A l'étude


			802.1b			NON (impossible de limiter à 10 mW).

OUI à partir de 2004.			OUI, mais 
- limité à 4 canaux se superposant
- Interférences d'autres technos utilisant le FH (bluetooth, HomeRF)


			802.1a									OUI			NON (pas de DFS et TPC)

OUI avec 802.11h en cours de standardisation			NON

OUI avec 802.11h


			Hiperlan 2									OUI			OUI			OUI (si réglementation le permet)
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			Technologie			802.11b			802.11a			Hiperlan 2


			Débit max			11 Mbps			54 Mbps			54 Mbps


			Bandes			2400 - 2480 MHz			5150 - 5350 MHz
5725 - 5825 MHz			5150 - 5350 MHz
5470 - 5725 MHz


			PIRE			> 30 mW			5150 - 5250 MHz : 40 mW
5250 - 5350 MHz : 250 mW
5725 - 5825 MHz : 800 mW			5150 - 5350 MHz : 200 mW
5470 - 5725 MHz : 1 W


			Contrôle de puissance (TPC)						Ajouté dans 802.11h			OUI


			Sélection dynamique de fréquence (DFS)						Ajouté dans 802.11h			OUI


			Disponibilité
Prix			Depuis 1999
< 100$			Depuis fin 2001
Même ordre de grandeur que 802.11b			??? (Prototypes)
Prix élevé ?


			Disponibilité
Prix			Depuis 1999
< 100$			Depuis fin 2001
Même ordre de grandeur que 802.11b			??? (Prototypes)
Prix élevé ?			Tendance			Largement supporté par l'industrie			Poussé par l'industrie			Hiperlan 1 mort née
Peu d'acteurs RLAN se sont engagés vers hiperlan 2
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			Bande (MHz)			2400 - 2446,5			2446,5 - 2483,5			5150 - 5250			5250 - 5350			5470 - 5725


			Contraintes françaises			PIRE < 10mW
> 2004 : PIRE < 100 mW			PIRE < 100mW			PIRE < 200mW			PIRE < 200mW
DFS
Att. Puiss > 3dB			A l'étude


			802.1b			NON (impossible de limiter à 10 mW).

OUI à partir de 2004.			OUI, mais 
- limité à 4 canaux se superposant
- Interférences d'autres technos utilisant le FH (bluetooth, HomeRF)


			802.1a									OUI			NON (pas de DFS et TPC)

OUI avec 802.11h en cours de standardisation			NON

OUI avec 802.11h


			Hiperlan 2									OUI			OUI			OUI (si réglementation le permet)
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			Technologie			802.11b			802.11a			Hiperlan 2


			Débit max			11 Mbps			54 Mbps			54 Mbps


			Bandes			2400 - 2480 MHz			5150 - 5350 MHz
5725 - 5825 MHz			5150 - 5350 MHz
5470 - 5725 MHz


			PIRE			> 30 mW			5150 - 5250 MHz : 40 mW
5250 - 5350 MHz : 250 mW
5725 - 5825 MHz : 800 mW			5150 - 5350 MHz : 200 mW
5470 - 5725 MHz : 1 W


			Contrôle de puissance (TPC)						Ajouté dans 802.11h			OUI


			Sélection dynamique de fréquence (DFS)						Ajouté dans 802.11h			OUI


			Disponibilité
Prix			Depuis 1999
< 100$			Depuis fin 2001
Même ordre de grandeur que 802.11b			??? (Prototypes)
Prix élevé ?


			Tendance			Largement supporté par l'industrie			Poussé par l'industrie			Hiperlan 1 mort née
Peu d'acteurs RLAN se sont engagés vers hiperlan 2
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						Consultation RLAN, liste des réponses reçues

		Numéro		Auteur		organisation		cat.		source		Date de réception		diffusion imprimée		commentaires sur  la contribution

		1		Pierre Bernard		Radio amateur		1.1		mel		12/14/01		oui		craintes sur la pérennité du service radio amateur par satellite

		2		Frédérick Guérin		Radio amateur		1.1		mel		12/16/01		oui		Cf 1

		3		Eric Coffinet		Radio amateur		1.1		mel		12/16/01		oui		Cf 1

		4		Pierre-Yves Pariselle		Airbus		1.5		mel		12/20/01		oui		société utilisateur pour des tests

		5		Didier Lebrun		Quartier-rural		1.1		mel		1/2/02		oui		développement de zones rurales

		6		Marc Falquerho		Radio amateur		1.1		mel		1/26/02		oui		Cf 1

		7		radio-club de Neuilly-s/Seine		Radio amateur		1.1		fax		1/28/02		oui		Cf 1

		8		David Feist		Radio amateur		1.1		fax		1/29/02		oui		Cf 1

		9		Nicolas Ruiz		hypranet ?		1.1		mel		2/1/02		oui		individuel (consultant ?) peu intéressant

		10		Paul Muhlthaler		INRIA (rép individuelle)		1.1		mel		1/28/02		oui		chercheur de l'INRIA, intéressant, propose expertise INRIA sur certains points

		11		Hervé Ramou		Item		2		mel		1/30/02		oui		consultant :intéressant pour les références étrangères

		12		remi  Sassella		Radio amateur		1.1		mel		2/5/02		oui		Cf 1

		13		Lalji Ghedia		ICO		3.1		mel		2/7/02		oui		relatif au partage du spectre pour les 5 GHz

		14		JM Chaduc		ANFR		1.4		lettre		2/4/02		oui		intéressant

		15		Fabrice Ballart		Altitude		3.1		mel		2/8/02		oui		opérateur BLR

		16		Marc Méquignon				1.1		mel		2/11/02		non		individuel vindicatif

		17		Plilippe Silberzahn		Digital Airways		2		mel		2/11/02		oui		réflexion   très intéressante sur les usages et les modèles économiques

		18		Pierre Trudeau/ Alain Guez		Colubris Networks/Equipements scientifiques		3.2		mel		2/12/02		oui		produits Wi-Fi

		19		Francis Dupont		étudiant enst		1.1		mel		2/12/02		oui		"citoyen utilisateur"

		20		Maurice Rémy		APC SA		2		mel + courrier AR		12/02/2002 + 13/02/02		oui		Wireless ISP

		21		Alex Legac		étudiant Compiègne		1.1		mel		2/13/02		oui		utilisation communautaire

		22		Yannick Thébault		France Wireless		1.2		mel		2/13/02		oui		utilisation communautaire

		23		Francis Misslin		association radio amateur		1.2		lettre		2/13/02		oui		radio-amateurs par sattellite

		24		Ronald Najar		TLC		2		mel		2/13/02		oui		peu de contenu  sauf tableau du marché à la fin

		25		Jean Dumur		Association de radio amateurs REF-Union		1.2		mel		2/13/02		oui		Cf 1

		26		françois-d-argence		Nokia		3.2		mel		2/13/02		oui		très intéressant

		27		jean-claude Fernandez		CRI -Conseil Gal Hte Savoie		1.3		mel		2/13/02		oui		bla-bla-bla

		28		Yves Alexandre		All Comm		2		mel		2/14/02		oui		bla-bla-bla

		29		Jean-Yves pucelle		étudiant CNAM		1.1		mel		2/14/02		oui		léger

		30		Henry Romeuf				1.1		mel		2/14/02		oui		individuel averti

		31		Charles Orsel des Sagets		MyStream		2		mel		2/14/02		oui		consultant (projet hôtels)

		32		Laurent Cervoni		Cervoni conseil		2		mel		2/14/02		oui		consultant

		33		Martin Bouchez				1.1		mel		2/14/02		oui		individuel vindicatif

		34		Sophie Bouchez		GITEP		3.2		mel		2/14/02		oui

		35		Elie Amara				2		mel		15/02/02 (V2)		oui		consultant (léger)

		36		Dominique Ortolland		XRING		3.2		mel		2/14/02		oui		produits Bluetooth

		37		Hélène Quéré+ Zlain Busson		Observatoire des télécoms dans la ville		1.2		mel + fax		2/15/02		oui		Cf rapport en circulation

		38		Arnaud Cassaigne		VIA-centrale réseaux		1.1		mel		2/15/02		oui		étudiant Centrale

		39		Garry Goldenberg		Alvarion		3.2		mel		2/15/02		oui		Constructeur d'ampleur internationale

		40		Bernard Dodeman		D.A. Systemes		2		mel		2/15/02		oui		consultant (léger)

		41		Gérard Gabella		ubiqwi		2		mel		2/15/02		oui		consultant

		42		Alexis Roy		Devoteam		2		mel		2/15/02		oui		consultant (1400 pers)

		43		Teresa Domingues		AFUTT		1.2		mel		2/15/02		oui		décevant

		44		Alain Viallix		Lucent		3.2		mel		2/15/02		oui		très intéressant

		45		Ralph Sobek		ingénieur cnrs		1.1		mel		2/15/02		oui

		46		Olivier Zablocki		association Radiophare		1.2		mel		2/15/02		oui		un "citoyen-usager averti" (et bavard) sur l'Ile de Ré

		47		Scott Blake Harris		Cisco		3.2		mel		2/15/02		oui		idéologique

		48		Peter Herbert		Wificom		2		mel		2/15/02		oui		tranche de vie

		49		Didier Gellée		Air France		1.5		mel		2/15/02		oui		projet en cours

		50		Guillaume Vilcocq		Stepmind		2		mel		2/15/02		oui		très bonne connaissance des produits, partisan Hiperlan

		51		Julien Mitelberg		Lagardère active broadband		1.5		mel		2/15/02		oui

		52		Peter Karlsson		Telia		3.1		mel		2/15/02		oui		pro de Hiperlan 2

		53		Y. Janvier		PSA		1.5		lettre		1/25/02		oui		utilisaeur pro

		54		Pierre Larregle		Netmobile		2		mel		2/15/02		oui

		55		Alain Parker		Bouygues Telecom		3.1		mel + lettre		2/15/02		oui		très protectionniste

		56		Thierry Ruel		SPM web		2		mel		2/16/02		oui		rapide…

		57		Hubert Castellan		Unplugged world		2		mel		2/17/02		oui		qques points intéressants

		58		Gilles Quagliaro				1.1		mel		2/17/02		oui		usage pour les handicapés

		59		Bernard Dugas		IS production		1.5		mel		2/18/02		oui		un peu énervé

		60		Georges Giraud et Gérard Yon				2		mel		2/18/02		oui		creux

		61		Hubert Guillaud		FING		1.2		mel		2/18/02		oui		intéressant sur les usages

		62		Jean-Marc Thienpont		Firstmark		3.1		mel		2/19/02		oui		point de vue (rapide) BLR

		63		Eric Chambriard		T-Systems (Siris)		3.1		lettre		2/14/02		oui		une seule page pour pas grand chose…

		64		Mark Kurisko		Agere systems Response		3.2		fax+ letttre		2/15/02		oui		équipementier qui défend son beafsteack

		65		Pierre Albertin		ISOman ORBIman		1.1		lettre		2/15/02		oui		intéressant prospectif mais orienté publicité de son entreprise….

		66		Jean-Luc Archambault		Cegetel		3.1		lettre		2/18/02		oui		assez intéressant et proche de FT

		67		Marc Fossier		France Telecom		3.1		lettre		2/18/02		oui		détaillé et intéressant, annexe techniques intéressantes - pro Hiperlan2

		68		Bernard Nahoum		ADP telecom		3.1		mel		2/21/02		oui		rapide mais clair

		69		Huong Tan		Mairie de Paris		1.3		mel		2/21/02		oui		explique les projets de la Mairie de Paris - pas de réponse précise à al consultation

		70		Natacha Hilaire		Orange France		3.1		fax + lettre		22/02/02+ 25/02/02		oui		fouillé, étudie chq techno - pro Hiperlan2

		71		Valérie LeGoff		Noos		3.1		mel + letttre		23/02/2002 + 28/02/2002		oui		léger - pour protéger les usages existants (LAN internes aux maisons)

		72		Bernard Dupré		RATP		1.5		lettre		2/21/02		oui		assez rapide

		73		Frédéric Gastaldo/Aymeric Gavois		LDCom		3.1		fax + lettre		28/02/2002 + 03/04/02		oui		bof

				LEGENDE										copies

				1.1 individuel										SOR		SH, LN, DQ, AR, PS

				1.2 association										SIN		DC

				1.3 collectivité locale										SEC		EC

				1.4 administration

				1.5 entreprise utilisatrice

				2 conseils et intégrateurs

				3.1 opérateur autorisé

				3.2 équipementier
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				LEGENDE		Nombre

		1.1 individuel		individuel		20		dont des radioamateurs, des étudiants et "citoyens avertis" (Ingénieur CNRS, ingénieur INRIA…)

		1.2 association		association		7		dont des associations de Radioamateurs, France Wireless, Fondation Internet Nouvelle génération, AFUTT, Observatoire des Télécoms dans la ville

		1.3 collectivité locale		collectivité locale		2		dont mairie de Paris, Haute Savoie

		1.4 administration		administration		1		dont ANFR

		1.5 entreprise utilisatrice		entreprise utilisatrice		6		dont Airbus, Air France, PSA, RATP, Lagardère active broadband, IS Production

		2 conseils et intégrateurs		conseils et intégrateurs		17		dont All Com, APC SA, Cervoni Conseil, DA Systèmes, Devoteam, Digital Airways, Item, Mystream, Stepmind, Unplugged World, Wificom…

		3.1 opérateur autorisé		opérateur autorisé		12		dont ADP Telecom, Altitude, Bouygues Telecom, Cegetl, Firstmark, France Telecom, LDCom, Noos, Orange France, Telia, T-systems (Siris), ICO

		3.2 équipementier		équipementier		8		dont Agere Systems Response, Alvarion, Cisco, Colubris Networks, GITEP, Lucent, Nokia, XRING
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